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thrive in an environment of change

and uncertainty”
(Seville et al., 2008, p2)

Organizational resilience practices shift the
focus from planning for emergencies to
managing uncertainty in daily operations

“Organizational resilience contributes to

broader resilience of social systems”
(Buckle, 2006)
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RESEARCH QUESTION
How Is resilience assessed and developed
in digital civil society in high-risk contexts
using a networked approach?
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